
Forensic Collection and Examination of Digital Evidence CHS 5518 

Syllabus  

Summer 2017 

(Subject to Change) 

 

Class 1  NCTP - Prosecuting Cases that Involve Computers    105 min 

Class 1  Introduction to Forensics     105 min 

 

Class 2  Constitutional Overview      50 min 

Break         05 min 

Constitutional Overview cont’d     50 min 

Class 2  4
th

 Amendment       50 min 

Break         05 min 

4
th

 Amendment cont=d      50 min 

 

Class 3  1
st
 Amendment       50 min 

Break         05 min 

1
st
 Amendment Cont=d      50 min 

Class 3  5
th

 Amendment       50 min 

Break         05 min 

5
th

 Amendment       50 min 

 

Class 4  Electronic Communications Privacy Act   210 min 

 

Class 5  Privacy Protection Act       50 min 

Break          05 min 

Electronic Surveillance in Computer Networks   150 min 

 

Class 6  Computer Fraud Statutes - State    105 min 

Class 6  Computer Fraud Statues - Federal    105 min 

 

 

Class 7  Discovery and Evidence Handling    105 min 

Class 7  Discovery and Evidence Handling    105 min 

 

 

Class 8  Courtroom Testimony and Related Issues   210 min 

 

Class 9  Final Exam / Project discussion    210 min 

Class 10 Independent Study, project prep. 

Class 11 Independent Study, project prep. 

 
Each segment is defined as a “class”. There will be multiple segments per class session. 

 

Project is due by 7 pm on our final exam day.  The preferred method of delivery is via email to 

tom@sadakalaw.com  or tsadaka@me.com.  Project should be in PDF format. 

 

If you are going to be late or miss a class, you can email me at the above listed email addresses 

Or I can be reached on my cell phone at 407-921-5500. 
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